
 

 

ANNEX 
 
1) One-time grace period for all remaining users 
 

 
 

Examples:  
By 15 Jan 2017: 
Local/Overseas SingPass user who has not set up 2FA 
Andrew is a SingPass user who has not set up his 2FA. He tries to log in to CPF digital 
services using his SingPass account on 30 December 2016. He is given until 29 January 
2017 to complete his 2FA setup.  
 
Michael is a SingPass user who has not set up his 2FA. He tries to log in to CPF digital 
services using his SingPass account on 15 January 2017. He is given until 14 February 
2017 to complete his 2FA setup. Meanwhile, he can continue to access CPF and other 
digital services involving sensitive data. 
 
From 16 Jan 2017 onwards: 
Local SingPass user who has not set up 2FA 
Melissa tries to log into IRAS digital services using her SingPass account on 16 January 
2017. She will need to register for 2FA and wait for up to seven working days to receive a 
PIN mailer for activation. After activating her 2FA, she will then be able to access IRAS 
services or perform any government digital transaction involving sensitive data. 
 
Overseas SingPass user who has not set up 2FA 
Susan tries to log into CPF digital services using her SingPass account on 1 February 
2017. She will need to register for 2FA and wait for up to 10 working days to receive a PIN 
mailer for activation. After activating her 2FA, she will then be able to access CPF 
services or perform any government digital transaction involving sensitive data. 
 



 

 

2) How do users check if they have set up their 2FA? 
 

 
3) How do users set up their 2FA? 
 


